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We have launched the new and improved
PCPD News, which has a new design, look
and feel, and improved editorial content.

The revamp is based on the results of
the readers’ survey we conducted earlier
this year. We want to produce a useful
and informative magazine covering
issues of data privacy in Hong Kong.
We are keen to bring up-to-date reports,
recommendations and resources from
the Office of the Privacy Commissioner
for Personal Data (PCPD) to you. Our
goal is to provide a new venue for
readers (compliance officers and other
professionals responsible for data
protection, as well as those involved in
other departments of their organisations)
to become inspired and share their
knowledge and experience.

Today, with businesses relying more
than ever on information technology
and online channels to manage,
build and develop their customer
interactions, privacy and compliance
issues have become more complicated
than ever. In this latest edition, we
discuss a debatable privacy issue —
the use of personal data obtained
from the public domain, following
the Commissioner’s decision to serve

2
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an Enforcement Notice on a database
operator that provided processed
personal data it obtained from the
courts and from other public sources.
It comes with a Q&A session, which
addresses many of the concerns raised
by IT industry practitioners.

The newsletter also features experience-
sharing on privacy practice by a property
management practitioner in Industry
Insight; the Commissioner’s decisions in
Case in Brief; recent events and news in
PCPD in Action; and the newly released
PCPD resources, which help increase
public awareness.

We hope that you will find the revamped
PCPD News useful and interesting, and
as always, we welcome your feedback. P

WMEER B EFHEFMRNCL
BEEREBM)  FUEHER
Bt 4& © newsletter@pcpd.org.hk

We also recommend you subscribe
to PCPD News online at
newsletter@pcpd.org.hk.

E ik tel 2827 2827
fEH fax 2877 7026
B Z e-mail enquiry@pcpd.org.hk
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Privacy Issues Arising from the Use of Personal Data
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The compilation of online databases using the personal data obtained from
public registers and public notices is convenient. However, the secondary
use of personal data obtained from the public domain may infringe on the

data subjects’ right to privacy.
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Many people are under the belief that
personal data collected from the public
domain, not from the data subjects directly, is
open to unrestricted use. This is not correct.

There are many sources from which we
can collect individuals’ personal data:
for example, information about company
directors and secretaries from the
Companies Registry; properties owners’
information from the Land Registry;
vehicle owners’ information from the
Register of Vehicles; parties involved in
a legal proceeding from the daily cause
lists and cause books maintained by the
courts; bankruptcy notices published in
the Gazette; and information published
in the mass media and on websites.

Personal data, be it publicly available
or not, is subject to protection under the
Personal Data (Privacy) Ordinance (“the
Ordinance”). Imagine the consequences
if the opposite were true. Data users who
intend to abuse personal data could get
around the law by deliberately publicising
the data in order to make it “personal
data in the public domain”. Furthermore,
improper use of personal data that was
leaked to the public domain by accident
would be legitimised.

Use-limitation principle

Data Protection Principle 3 (“DPP3”) of
the Ordinance is a use-limitation principle,
which provides that personal data should
be used only for the purposes for which
it was collected or for a directly related
purpose, unless the explicit and voluntary
consent of the data subject is obtained.

With respect to personal data in the public
domain, the starting point for an application
of DPP3 is thus the original purpose of
collecting the personal data and making
it publicly available. In the case of public
registers, they are normally set up by
statute. Ideally, the purpose of a public
register should be stated as specifically as
practicable in the legislation governing the
operation of the registry.

Where the purpose of maintaining a
public register is not expressly stated
in the legislation, the purposes and
limitations of use of the data may be
found in the privacy policy or personal
data collection statement of the registers,
or the application form designed for

PCPD News FLB& = 8 X E @ » Issue no. 28

At the very least, personal data in the public domain,
if used and re-used indiscriminately and without
appropriate safeguards, would result in loss of control
over the accuracy, retention and security of the data,
thus jeopardising the interests of the data subjects.

access to the data maintained on the
registers (see Table T on page 5).

Reasonable expectation of privacy

Where the original purpose is not
prescribed or is unclear, before we further
use the personal data concerned, we
must look at the context in which the
data was collected and made publicly
available, and the reasonable expectations
of the data subjects regarding personal
data privacy. The test here is whether a
reasonable person in the data subject’s
situation would find the re-use of the
data unexpected, inappropriate or
otherwise objectionable. If the answers
are affirmative, the new purpose of data
use would very likely violate the Data
Protection Principle. At the very least,
personal data in the public domain, if
used and re-used indiscriminately and
without appropriate safeguards, would
result in loss of control over the accuracy,
retention and security of the data, thus
jeopardising the interests of the data
subjects.

Exemptions

The right of individuals to privacy is not
absolute. It must be balanced against
other rights and public interest, such as
freedom of information. Accordingly,
the Ordinance specifically provides for
certain exemptions from the application
of DPP3 and they apply equally to
personal data in the public domain.

These exemptions cover a wide range of
areas.

For example, section 58 caters for personal
data used for the prevention or detection of
crime or for the prevention, preclusion or
remedying of unlawful or serious improper
conduct or dishonesty or malpractice by
individuals. This may be relevant for data
users engaged in law enforcement and
professional due diligence.

4

Also, section 60B applies where the use
of personal data is required or authorised
by law, or in connection with any legal
proceedings in Hong Kong.

Further, section 61 provides for
exemption from DPP3 for news activities
where the publishing or broadcasting of
the personal data is in the public interest.

Guideline

There is no blanket approval of secondary
use of personal data obtained from the
public domain. Each case has to be
determined based on its merits. In this
regard, the PCPD issued Guidance on
Use of Personal Data obtained from
the Public Domain (www.pcpd.org.hk/
english/files/publications/GN_public_
domain_e.pdf). P,
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Background:

Should personal data available in
the public domain be exempt from
regulation under the Ordinance?

The Law Reform Commission had carefully
deliberated on whether public registers
should be completely exempt from the
Personal Data (Privacy) Ordinance and
concluded that they should not. In the
public consultation exercises leading up to
the latest amendments to the Ordinance,
the Government reaffirmed the view
that “putting personal data in the public
domain does not make the data available
for use for any purpose”. This was upheld
in a recent Court of Appeal judgment (see
CACV 4/2012).
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Table 1: Sources of public domain personal data with prescribed purposes of collection and use

BERERE

Original data user

DNREME
Companies
Registry

TR
Land Registry

EnE

Transport
Department

B IR EE R
Marriage Registry

AR

Judiciary

REEEE
Official Receiver’s
Office

B

The Government

RAREMNEAER

Personal data for public access

B AR ELM

Search on Companies Registry

B+ A 8%

Search of land records

REEWMECAEERE]
Application for a Certificate of
Particulars of Motor Vehicle

RN SIEBANE (FANARMKN
D EAER) &ZD15K

Display of Notice of Intended
Marriage (part of the personal data
supplied by the marrying parties

is to be exhibited) for at least 15
days

SR AR AR B B B & R IR A2 AL
E S

Daily Cause Lists posted on notice
boards at courts and tribunals

ERFERIERETIBWES
Bankruptcy Order advertised in the
Gazette and two newspapers

B EREREEES
Telephone Directory of
the Government and
Related Organisations

=N

Original purposes

RERERBEROALHERBARE
EREMEERABNF N
Enabling members of the public to
ascertain whether they are dealing
with a specified corporation or its
directors or other officers

FEETHEIZFOALHEEHR
BRMENTIMETNZYERS
BEEMHEE

Enabling parties to property
transactions to ascertain who is the
registered owner of the property in
question and what incumbrances, if
any, are registered against it

EREINEAER  UREEH
RRZBER

The permitted use of the vehicle
owners’ personal data should relate to
transport-related issue

REFEADIRENATIRE RS
Enabling any person authorised by law
to object to the proposed marriage

BAFAEEARRRALERAK
BEEE MU I

Facilitating litigants, witnesses and
members of the public to attend
designated courts at the right time

FEARGEEBAALERE LR
WERH EARESARWUERZA
TEEEE  BAREXTIFEA
Letting the public know when

the named person was bankrupt
or had been discharged, and all
debts due to the bankrupt should
be paid to the trustee during the
bankruptcy period

7 RTR AR R ESEBEIL
ErsEa

Facilitating official communication
between the Government and related
organisations and the public

E—HEARRE
Limitation on further
use of the personal data

BEEE MR 2% BfikAA
BREERHERXRR

Any reproduction, adaptation,
distribution, dissemination or making
available of the data for commercial
purpose is strictly prohibited

BT B AR LR R 1 Y
AL B Y

Data shall not be used for any activity
or purpose in violation of the Personal
Data (Privacy) Ordinance

REEHERERSHMNBN - 1
T ERE B EILIET
Applicants for data should specify
the purpose of the application.
They may commit an offence if they
knowingly make a false statement in
the application

EMHERNBAERZEAHR
Destroyed one day after the trial is
over

FIAE R AR FAERRIE X E R
EN

The data can only be used for the
purposes of the bankruptcy cases

TR AEEERERSE T A
VATEER 7 3 ) 2

The information is not intended
for direct marketing activities

and should not be transferred for
commercial gains
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Case: A company enabled search of target persons’
litigation and bankruptcy records through the mobile

app “Do No Evil”
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The PCPD published an investigation
report on 13 August 2013 on the
case of the company Glorious
Destiny Investment (GDI), which
designed a smartphone application
known as “Do No Evil” (“the
App”), that enabled people who
downloaded the App to search by
name a target individual’s litigation
and bankruptcy data. Privacy
Commissioner concluded that GDI
had seriously invaded the privacy of
the individuals concerned.

The PCPD received 12 complaints
against the App for intrusion of
personal data privacy, and enquiries
and expressions of concern from 60
people. The PCPD therefore initiated
an investigation, and ascertained
that the responsible data user in the
case was GDI, the operator of the
database.
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It was found that GDI had collected
individuals’ litigation, bankruptcy
and company directorship data
from different sources, including
the Judiciary, the Official Receiver’s
Office (“ORQ”), the Gazette and
the Companies Registry, and formed
a database. The App enabled
users to search the database for an
individual’s litigation and bankruptcy
data by his name or address. The
App publicised that it could be used
to conduct due diligence review
and background check for decisions
involving the offer of a job to a
potential employee, including a
private tutor and a domestic helper;
signing tenancy agreements with
prospective tenants; or signing
contracts with business partners. In a
year’s time, the App had more than
40,000 downloads, and more than
200,000 search requests.

Importantly the App’s database is
invalid and inaccurate. First, as
litigation records are not associated

with unique identification numbers,
it could be misleading to ascribe
them to an individual whose name is
not unique. Further, a litigant could
be innocent but the database did
not invariably include the court’s
judgement. Finally, bankruptcy
is discharged after four to eight
years and the Rehabilitation of
Offenders Ordinance prevents
unauthorised disclosure of a minor
conviction provided the offender is
not reconvicted in the subsequent
three years. Therefore, the indefinite
retention and use of the bankruptcy
and litigation data would unduly
stigmatise an individual and bar
him from leading a life free from
encumbrances.

The litigation and bankruptcy
records are made publicly available
by the government authorities for
specific purposes (see Table 1) which
clearly do not include supporting
GDI’s commercial venture to assist
general consumers to check out

7

target persons behind their backs for
making decisions on employability
and creditworthiness. In practice,
while these public records enable
identification of individuals involved
in litigation and bankruptcy cases,
they do not facilitate record search
by their names. Through value-
added aggregation and processing of
personal data, the App has in effect
created a new purpose of use of the
data in the public domain which
exceeds the reasonable expectation
of the data subjects. This is not
permissible under DPP3.

Privacy Commissioner issued
an Enforcement Notice to GDI
on 31 July 2013, directing it to
cease disclosing the litigation and
bankruptcy data it held to the
App users. GDI complied with the
directive on 7 August 2013. P

Investigation Report: www.pcpd.org.hk/
english/publications/files/R13_9744_
e.pdf
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Questions and Answers: On the use of publicly available

personal data
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Is it a contravention of the
Ordinance to obtain personal data
held by the Judiciary, Official
Receiver’s Office or Companies
Register and keep the data?

Subject to some limitations, there is
generally no problem for members
of the public to collect, access and
keep such personal data. At issue is
the secondary use of that personal
data and whether the further use
constitutes a new purpose of use
which exceeds what the data
subject has consented to or his
reasonable expectation.

Anyone who obtained personal
data from the public domain must
use the data for a purpose which is
consistent with, or directly related
to, the original purpose for which
it is collected and made public. If
the personal data is processed for a
new purpose, the prior consent of
the data subject must be obtained.
This is the requirement under the
Ordinance.

Could you give an example of
change of use of personal data
obtainable from the public
domain?

The Land Registry facilitates search
of land records which enable
parties to property transactions
to ascertain the identity of the
property owner. However, if
someone gathers records from the
Land Registry and processes them
so as to facilitate users to search

Q3:

A3:

Q4:

for the number and details of
properties an individual owns, the
act would create a new purpose
of use of the personal data not
permissible under the Ordinance.

The public domain contains
sensitive personal data such as
Hong Kong Identity Card numbers.
Could one freely collect and use
these data?

It is acceptable to access publicly
available personal data. But
performing value-added operations
on the personal data, such as
combining and processing, may
create a new use of the data which
deviates from the original purpose
of collecting the data and making it
public, and would thus contravene
the requirements of the Ordinance.

The PCPD recently secured the
cooperation of a website operator
to cease operating an index
which listed the names and HKID
numbers of individuals found in
the public domain to enable a
search by either name or HKID
number. Such aggregation and
processing of sensitive personal
data is clearly inappropriate and
objectionable from the perspective
of the data subject, as it enhances
the risk of identity theft, causing
administrative nuisance or financial
loss to the affected persons.

Is the operation of Internet search
engine acceptable under the
Ordinance?

A4

Q5:

A5:
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Generally speaking, search engines
act merely as intermediaries and
only provide a tool for web users
to gather information dispersed in
various websites. In this manner, the
search engine operators are providing
content data rather than creating a
new use of the personal data which is
found in various websites.

Technology has made it easier than
ever to create online databases/
listings which provides convenient
search services. Did the PCPD’s
decision on the ‘Do No Evil’ case
mean to convey a message that the
creativity and development of the IT
technology should be suppressed?

The Ordinance is technology-
neutral. Technology provides
convenience, efficiency and
effectiveness, but this is not a
justification for intrusion into
the privacy of individuals. Be
it a big corporation or a small
business, compliance with the
law should always be part and
parcel of an application of new
technology.

To determine whether it is an
intrusion on personal privacy,
we may look at the reasonable
expectations of the data subjects
on how their personal data will
be used. The test of reasonable
expectation is simply to put
yourself in the data subject’s
shoes and ask whether you
would find the re-use of the data
unexpected, inappropriate or
otherwise objectionable.
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Q7:

A7:

The so-called personal data in the
public domain is already publicly
available. Does the Privacy
Ordinance aim to curtail the
free flow of information and the
public’s right to know?

The search service through the
App referred to above is a one-to-
many service; GDI cannot control
how end users use the incomplete
and inaccurate litigation and
bankruptcy data it provides.

PCPD News FLB& = 8 X E @ » Issue no. 28

property rights, and involve
different legislations and law
enforcement agencies. Privacy
rights with respect to personal data
may be only part of it. Each case
has to be determined on its merits.
The PCPD advises everyone to

Privacy is a fundamental human  Q8: In addition to providing litigation respect each other’s right to data
right. Since the enactment of the and bankruptcy records through privacy. P
Ordinance in 1996, it has been the smartphone app, GDI runs
a legal obligation on the part of a web-based data search service .
all data users to protect personal with similar features. Is it legal? Da?a users are advised to refer to the
data. The Ordinance applies to Guld?nce Note Use ofi.’ersonal.Data
personal data, which is only part A8: During the course of the Obtained from the Public ngal(:.
of the data that is available in the investigation into the operation (WWV,V'prd’Org'hk/qu['Sh/fII?S/
public domain. To say that the of the App, the PCPD learnt that P SR o IN [l (e sl
Ordinance is in direct conflict GDI also provided litigation and e.pdf)
with free flow of information is an bankruptcy data through other
over-statement. channels with the same database.
Although no complaint had been
Nevertheless, data privacy is not received in this regard, the PCPD
absolute. One should balance had commenced a compliance
this right with other rights, check against GDI to appraise the
including freedom of information situation and to ensure that the
and the public’s right to know. parties concerned comply with the
Such balance is reflected in the requirements under the Ordinance.
exemptions listed in Part VIII of
the Ordinance. Before the compliance checks
are completed, the PCPD cannot

Why does the Ordinance allow a offer a comment on any of GDI’s
law firm to provide a background operations other than the "Do No
search service while ruling against Evil” app.
a mobile app version?

Q9: There are some websites providing
This is an orange to apple listings of “reportedly haunted
comparison. In the case of the residential sites”. Does this
App we have concluded an constitute a contravention of the
investigation in response to a Ordinance?
number of complaints.

A9: It is important to look at whether
We cannot say whether in general personal data is involved in the
a background search service run by case. If the listing includes only the
a legal firm or any other operator addresses and the incidents which
is proper or not. Each case has to took place on the sites, but no
be determined on its own merits as personal data, the Ordinance does
assessed in a detailed investigation. not apply.
Objectively, law firms provide  Q10: Cyber-profiling. Is it a misuse
one-to-one professional service. of personal data obtained from
Lawyers are expected to know the public domain for web users
what can be done legally and what to provide personal data of an
cannot, advise their clients on individual?
the limitations of the information
in their possession and carry AlO: Cyberspace is boundless. The

out specific checks to ensure
as far as possible the accuracy
and comprehensiveness of the
information. They may additionally
consider if the exemption of the
Ordinance e.g. section 60B (legal
proceedings) may apply.

acts of publishing, reproducing
and accessing the personal data
of targeted individuals in an
unfavourable light can be a far-
reaching issue. It may entail
a range of concerns, such as
misrepresentation, libel, cyber-
bullying, blackmail, intellectual
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Data Protection in Property Management
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The Privacy Campaign for the Property Management Industry, jointly
organised by the PCPD and the Hong Kong Association of Property
Management Companies (HKAPMC), ended in March this year. The
six-month campaign gained support from 21 property management
companies, which organised training programmes on data protection
for their employees, attended by more than 1,600 practitioners. We
talked to the representative of the Urban Group to see how she
regarded the campaign.
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P: PCPD News interviewer
UG: Ms Cheng On KiJanna,
Senior Group Manager —
Human Capital,
Urban Group
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How did this industry-specific
campaign help promote a
privacy-respectful culture in your

organisation?

During the campaign, the Urban
Group, with support from the
PCPD, organised two talks for more
than 100 senior executives and
supervisors of property management
services of our company. The
introduction of the requirements
under the Ordinance, coupled with
vivid examples of how they apply to
our industry and the interactive Q&A
sessions turned out to be an effective

way to transfer this knowledge to

———

P:
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Property management involves handling a great deal of

frontline employees. Supported by
an organisation-wide policy, we did
manage to start creating a privacy-

respectful culture in our company.

Our company is a member of the Data
Protection Officers’ Club (DPOC), and
through DPOC communications and
activities, we are able to keep abreast
of developments in the Ordinance
and trends in data privacy protection.
We are pleased to share all this
information with our colleagues, as
it is good reference for them to better
understand the privacy concerns
which may arise from their daily
work when they handle the personal
information of tenants, staff, visitors
and other stakeholders. In many ways,
this helps to improve the quality and

professionalism of our service.

Have you drawn up any guidelines
or codes for frontline staff? If so,
what do the guidelines cover?

REANBIFHEIFEE  MREEBHEEOINRE  JINRRXFABEOESR  WHRZMMAETFELBE
FVERHRIE BRI RE o
The PCPD organised training seminars to explain the requirements under the Ordinance from industry’s
perspective, analyse related cases and answer questions about data protection.

UG

UG:

personal data of our tenants. We respect their right to
privacy, so we provide staff with guidelines like these

: Property management involves

handling a great deal of personal
data of our tenants. We respect their
right to privacy, so we provide staff

with guidelines like these:

Before or when collecting personal
information, they must clearly
state why the information is being
collected and how long it will be
kept. Regarding recruitment, the
personal data of the candidates
not recruited is deleted within the
prescribed period of time in order

to ensure no data leakage.

Every new member of staff is
assigned a copy of our Employee
Handbook and Employee Code of
Conduct, which explains the six Data
Protection Principles and what to
do when handling confidential data
(such as personal data). That's how
we make staff realise the importance

of safeguarding data privacy.

We also produced a pamphlet called
‘Guidelines on the Use of Personal
Data’ for staff reference with respect
to standard procedures for collecting

and keeping personal data.

How do you promote understanding
and good practices of personal data
protection among your frontline
staff ?

The written policies and guidelines
are useful tools. Our daily briefings
for property management staff
including security guards on site is
another important channel for us
to remind staff of things that they
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An educational poster providing practical
tips for property management practitioners
on safeguarding personal data privacy was
produced. T&Download: www.pcpd.org.hk/
chinese/activities/files/notice.pdf

are expected to pay extra attention
to. This communication helps
them to brush up their privacy
knowledge and learn appropriate
ways to deal with privacy issues.

In order to make sure the policies
and procedures are well observed,
we have a built-in monitoring
system. For example, a special
task force carries out random
on-site night inspections. We
also conduct regular audits and
inspections, such as internal
audits, 1ISO compliance audits and
an annual inspection conducted
by the Security Company Licence
Inspection Unit of the Hong Kong

Police Force.

UG:

Is there any example you can
share with us to illustrate how
you encourage frontline staff to
inculcate a respect for personal
privacy into their routine work
and to realise that respecting
data privacy is beneficial to both
the company and your tenants?
What are the challenges?

When ensuring the safety of the
premises, frontline staff also need to
ensure that the privacy of visitors is
protected. For example, we suggest
security staff use separate forms
for individual visitors to fill in their
information for entry purposes. This
is preferred to the conventional form
in which all visitors’ information is
exposed to everyone who signs in
after them.

As awareness of the right to personal
privacy increases, our frontline staff
have encountered certain difficulties
in collecting personal information
from visitors. Some visitors may
not want to give their identity card
number for registration. In those
cases, our staff explain in detail to
the visitors the purpose of the data
collection in the hope of eliminating
their concerns. But if visitors insist
on not giving such information for
registration purposes, our staff have
to accompany the visitor to the
intercom system at the entrance and
ask the tenant to verify the identity
of the visitor.

UG:
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What kind of support would you
like to see the PCPD provide to the
industry?

I would like the PCPD to organise
more talks and activities, and to work
closely with organisations in order
to promote public understanding of
data protection and the requirements
under the Ordinance, in particular
responding to the concerns in the
property management industry.
Mutual understanding between
data subjects and data users is

important. P
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Case in Brief
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Refusal of data access requests without carefully
considering whether the relevant exemptions under
the Ordinance were applicable
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Two teachers (the Complainants) made
data access requests (“DARs”) to a
school for their personal data contained
in documents about the school’s
disciplinary action against them. The
school refused the DARs on the ground
that the requested data was exempt
under sections 58(1)(d), (e) and (f) of
the Ordinance. The Complainants were
dissatisfied with the school’s replies and
lodged complaints with the PCPD.

Outcome: Complaint Upheld

Privacy Commissioner held that, in
respect of the applicability of section
58(1)(d) of the Ordinance, the behaviour
of the Complainants did not amount
to “serious improper conduct” as the
disciplinary action concerned was just a
warning.

The school submitted that disclosure
of the concerned documents to the
Complainants would adversely affect the
morale of teaching staff and the function
of the school. However, the Commissioner
considered that the “loss” the school
claimed was too remote from “significant
financial loss” and did not satisfy the
requirement of section 58(1)(e).

Likewise, the school had failed to prove
how the misconduct of two teachers
would have a significant adverse impact
on the school’s statutory function of
school management. The Commissioner
consequently dismissed the ground for
exemption under section 58(1)(f) of the
Ordinance.

An Enforcement Notice was served on
the school directing it to comply with the
DARs and devise guidelines for handling
DARs from its staff. The school agreed
with the directions and complied with
the Enforcement Notice accordingly. P
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Secion 58(1) of the Ordinance
Personal data held for the purpose of —

(d)

the prevention, preclusion
or remedying (including
punishment) of unlawful or
seriously improper conduct, or
dishonesty or malpractice, by
persons;

the prevention or preclusion
of significant financial loss
arising from (i) any imprudent
business practices or activities
of persons; or (ii) unlawful or
seriously improper conduct, or
dishonesty or malpractice, by
persons;

ascertaining whether the
character or activities of the
data subject are likely to have
a significantly adverse impact
on anything (i) to which the
discharge of statutory functions
by the data user relates; or (ii)
which relates to the discharge
of functions to which this
paragraph applies by virtue of
subsection (3)

are exempt from the provisions
of data protection principle 6
and section 18(1)(b) ...
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Investigation Report: HKPA & Aegon Direct collected
personal data for use in direct marketing by arguably

deceitful means
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AE WL : www.pcpd.org.hk/chinese/
publications/files/R13_1138_c.pdf
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An investigation report published by
the PCPD on 9 April 2013 revealed that
the Hong Kong Preventive Association
Limited (“HKPA”) and Aegon Direct
Marketing Services Insurance Broker
(HK) Limited (“Aegon Direct”), in a joint
telemarketing programme, had collected

personal data from the public in a
misleading and arguably deceitful way,
thus breaching the data collection and
use requirements under the Ordinance.

Several persons complained to the
PCPD that the HKPA had collected
their personal data, such as partial
identity card numbers and mobile phone
numbers, over the phone for the purpose
of signing up for a free medical check-up
service that was said to be in support of a
“Universal Medical Check-up Scheme”.
Subsequently, their data was sold to
Aegon Direct and they received direct
marketing messages from Aegon Direct
in relation to insurance products.

The Investigation found that the HKPA
telemarketers had not explicitly informed
the complainants of the intended transfer
of the data to Aegon Direct for use in
direct marketing and that Aegon Direct
had used their personal data in direct
marketing of its insurance products
without obtaining their consent. The
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two companies contravened the Data
Protection Principles on the collection
and use of personal data.

After the PCPD’s intervention, Aegon
Direct ceased using the complainants’
personal data in its direct marketing
approaches, and destroyed the records of
their personal data, as well as the records
of the partial identity card numbers of
other direct marketing targets who had
not purchased any insurance products
through Aegon Direct. However, in
order to remedy the contraventions and
prevent any recurrence, the Privacy
Commissioner served an Enforcement
Notice on both companies, and directed
both companies to draw up data
protection policies and procedures.
Also, Aegon Direct had destroyed the
personal data it obtained from HKPA by
30 September 2013. P

Investigation Report: www.pcpd.org.hk/
english/publications/files/R13_1138_
e.pdf
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Inspection of the MTR’s CCTV system concluded
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BE®RE : www.pcpd.org.hk/chinese/
publications/files/R13_2768_c.pdf

On 9 April 2013, the PCPD published an
inspection report of the Closed-Circuit
Television System (“CCTV system”)
used by the MTR Corporation (“MTRC")
in train stations and compartments.
The report concluded that the system
complied with the requirements of the
Ordinance, but that improvements were
needed on the content and visibility
of the CCTV notices, as well as in the

16

enforcement of MTRC’s policy on the
handling and erasure of the CCTV
records and footage. The report pointed
out that a privacy impact assessment
should have been done before the system
was introduced. P

Inspection Report: www.pcpd.org.hk/
english/publications/files/R13_2768_
e.pdf
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Few Facebook users act on their knowledge of privacy

protection on Facebook
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#AE) I Hwww.pcpd.org.hk/chinese/

publications/files/facebook_survey_
c.pdf

On 25 April 2013, the PCPD revealed
the results of a survey on local
Facebook users. It was found that
over 80% of the respondents knew
how to set access right to protect
their personal data on their Facebook
accounts, but less than 40% did so.
Young people aged between 15 and
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20 were found to have least concern
about the risk of losing control
over their personal data on social
networking sites. P

Report on Privacy Awareness Survey of
Facebook Users: www.pcpd.org.hk/
english/publications/files/facebook_
survey_e.pdf
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Asian Privacy Scholars Network Conference
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Privacy Commissioner Mr Allan Chiang
delivered a keynote speech on 8 July
2013 on the topic of “Balance Between

Access to Public Domain Information and
the Protection of Personal Data” at The
Third Asian Privacy Scholars Network
Conference organised by the Faculty of
Law, The University of Hong Kong. P
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Scholarship for Study on Privacy and Data Protection Law
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The PCPD and the Faculty of Law, The
University of Hong Kong (“HKU”) jointly
set up a Privacy Commissioner Prize
in Privacy and Data Protection Law
scholarship in 2012, with the objective
of encouraging law students to study data
privacy issues. This year, Hades Tse, a
HKU LLB student, won the prize with

his research paper Challenges of Privacy
Protection in the Internet Era.

Hades shared his thoughts: “As a keen
Internet surfer, | came to realise that
many online activities may affect our
personal data and privacy. The topic of
the competition was exactly the focus of
my interest. From collecting information
and doing the literature review to write-
up, | spent one month on the project,
which was a very fulfilling learning
experience for me.” P

BRERNBERRLBEEH F BN [TLEBRERE
4 I 1 1) Bk Bi(Challenges of Privacy Protection in
the Internet Era) | /A RE B 1E R B RE T i o

Hades Tse, a HKU LLB student, won the prize with
his research paper Challenges of Privacy Protection
in the Internet Era.

mt‘“'
-
and Dass Protection Law
012 - 2013




LEEE

PCPD in action

BRERAREE2013 (4H28H - 5H4H)
Privacy Awareness Week 2013 (28 April — 4 May)

[BEINREY I RAZTRAEMIAR
TLEEHEBREANNFEEREMRER
B SFE2EMRBEREN - NEX -
MRPY -~ BPE - HOEE - BEREE -

BEAMNIEIAEES2013] FEL
(BEABEER]  REMRAERE
SEEEHECEBRITNS K W
REEAERIALLE - [FEAEES ]
EB44MBEHTPERREER T8
GM4008 T E XL P

18 : www.pcpd.org.hk/chinese/
activities/arc_aw2013.html

Privacy Awareness Week (PAW) is
an annual promotion event jointly
held by members of Asia Pacific
Privacy Authorities (APPA) around
April and May. It aims at raising
public awareness of the importance
of protecting personal data privacy
through a week’s public education
activities. This year, the event was
celebrated in Australia, Canada,
Macau, Mexico, New Zealand, South
Korea and the United States. The
theme of PAW 2013 in Hong Kong is

NESERBELZEARS AL EERERREITIER4A2ATE " BL T RBERIMILREDY
2013 /BRI %
Mr Allan Chiang, Privacy Commissioner and Mr Lau Kong Wah, Under Secretary for Constitutional and
Mainland Affairs led 150 students to kick off the Privacy Awareness Week 2013 on 28 April 2013.

\ i

BHIEAEEREBRETIERRELBEAE
AEZEMBLESRE=FHRMOER -

Mr Lau Kong Wah, Under Secretary for Constitutional
and Mainland Affairs and the winners of the Learning
Project Competition (senior section) of Student
Ambassador for Privacy Protection Programme.

EIRIRARED2013]HTH—28  HMAD
BEXRGEHERBRARZEHREBAERL
RHAE -

The winning teams fulfilled their mission of “Student
Ambassador for Privacy Protection” by promoting the
protection of personal data privacy in their respective
schools during PAW 2013.
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LR REBR
Think PRIVACY Be SMART Online

“Think Privacy! Be Smart Online”. It
was supported by 44 partner secondary
schools and over 400 members of the
Data Protection Officers’ Club. P.

Details: www.pcpd.org.hk/english/
activities/arc_aw2013.html

PRIVAC)

AWARENESS WEE

RESEEEEMEEIIERES - 7 [FE
TLEEH20  PREAREEHNEEHE R
HEEREE BFTEERRTHEEEERS
RELEESZHOXEREIWPUENER -
Businesses were encouraged to organise privacy
awareness activities in workplaces during PAW.
Mr Francis Fong, Chairman of the HK Association
of Interactive Marketing was invited to share
his views on the using of social networks for
businesses with members of the Data Protection
Officers” Club (DPOC) at the Welcoming
Reception held on 2 May.
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Retail Industry Campaign for Protecting Consumers’

Personal Information

NEHREBZEERHGAMEERIE
BEE  RELEOETETEREL
[Ra8 - MREXEHTEN6A2A
BT ABBORTERN50Z A
B REBEEWEKLT IENE BF
REAETEZERH(AAER (LB &
PHRE RERFTEIR - — K
FIENIE I SRIZ R AB BEAS P10 A B 2R 9T
#1585 © www.pcpd.org.hk/retail/F,

The PCPD launched an industry-specific
privacy campaign themed “Driving Retail
Excellence through Privacy Assurance”
in partnership with the Hong Kong Retail

/

FREE  [EERABHBRIEREE]
—HEENERATDEREEREIARLE
Response from the industry “Driving Retail
Excellence: Protecting Personal Data” by Ms Elaine
Chong, General Counsel, CLP

Management Association (“HKRMA").
The inaugural ceremony cum seminar
was held on 25 June 2013. It was
exceedingly well attended by about 150
practitioners from over 50 retailers.

A working group was set up with the HKRMA
with an aim to promote understanding of

PCPD News FLB& = 8 X E @ » Issue no. 28

data protection requirements under the
Ordinance and good privacy practice
among members of the retail industry.
More details of the training programmes
(available from October) tailored to the
need of the retail industry can be found at
www.pcpd.org.hk/retail/ F.

LEEERERALHRTATEEEHE TR ERELL (B BRI TEXRELREE ] BHFH -
Privacy Commissioner, Mr Allan Chiang and Chairman of the HKRMA (Right), Ms Caroline Mak declared

launch of the Privacy Campaign for Retail Industry.

TR ER ] B A B

Overseas Experience Sharing

LEEEBEERTER20I13F7A152
168 MR EH AR RITHE39E KR
FLEBWERE - MDA BERE T
ENMERE R AR B ERMREE
AR RERED
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Ffi B www.pcpd.org.hk/chi
blog 04102013.html < F.

Mr Allan Chiang, Privacy Commissioner
attended the 39th Asia Pacific Privacy
Authorities Forum 15-16 July 2013 in

New Zealand. He led two discussion
sessions on Privacy and Technology
Working Group report and protection of
data in public registers.

Privacy Commissioner took part in
the 35th International Conference
of Data Protection and Privacy
Commissioners which was held 23-
26 September 2013 in Poland. At the
conference the privacy commissioners
from around the world adopted one
declaration on “appification” of society
and resolutions on web tracking,
profiling, enforcement coordination,
digital education and so on. Privacy
Commissioner shares his insights
gained from this conference in his
inaugural message in his newly-
launched blog www.pcpd.org.hk/
english/about/blog_04102013.html. F,
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APEC
Privacy Enforceme
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™
-
(=]
N
>
=
-
o0
b
~
™
©
c
T
-
(5]
o= |



NEBE

PCPD in action

BAER (LR BHRAEZEEEFTRERE

N

New members of Personal Data (Privacy) Advisory

Committee appointed

BREMRZE=ZBFKEMAEAE R
(ﬂ:L\ISE)uDu ;,\E ’ L}\&ﬁt'fiﬂf_iiﬁﬁz
L8 - F— ERBAEEYHNTHR2013
fﬁo%ﬁii& BEIRE o

EEERTEENEF -F—EZE
SMEMKBEMT

ER¥B L

EREA

SRR I o A

HBRE L+

B A

B B B A

BRELL

B kA EEBRIWE RN EFIE
WERP

¥ HZERKE

The Government announced the
appointment of three new members
and re-appointment of five incumbent
members to the Personal Data (Privacy)
Advisory Committee for a term of two
years with effect from 1 October 2013.

The Privacy Commissioner is the
Chairman of the Advisory Committee.
Other members are as follows:
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Ms Shirley HA Suk-ling

Mr Billy HUNG Hing-chuen

Mr Jimmy KWOK Chun-wah *

Ms SHEN Shuk-ching

Mr SIU Sai-wo

Mr David WAN Chuck-fan*

Ms Winnie YEUNG Cheung-wah*
Deputy Secretary for Constitutional and
Mainland Affairs or Principal Assistant
Secretary for Constitutional and Mainland
Affairs P

* new appointees

W Y it B A B RHR BB
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Speaking at Data Protectlon Forum in Macau
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Privacy Commissioner participated
as a speaker at a Forum in Macau to
share views and experience on personal
data protection with delegates from
the Mainland, Macau and Taiwan. The
forum was co-organised by the Office for
Personal Data Protection, Government
of Macao SAR and the Associacdo de
Estudo de Direito Criminal de Macao in
Macau on 21 June 2013. P

AERKREE2013

PCPD Long Service Recognition Award 2013

%ﬁ’&%ﬁﬁ}_ﬁﬁﬁffﬁ% ﬁai““ﬁ‘wu?ﬂékH%HE
BRELFNANL REBESFRARIRBGOBE
Ko B ED AR 75

EMEGHAEHENER R
R F I 78 &~ B AR 7% 22 -P.

REBEL LRI RRFETR

Privacy Commissioner for her long service

with the PCPD.

Although PCPD is a relatively young organisation, there are
17 existing staff who have served the PCPD over seven years.
The PCPD honors long-service staff at an annual ceremony in
recognition of their dedicated and loyal services. This year 10
of our staff members were presented the award. P
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ZEREAR

g EBORREK BIAR- & 38 FL 55 & Mr DF Lo
N Ms Amy Chan feels proud as she grows with ==
/\ﬁz—'—hL the PCPD. She received the award from E%%ﬁi Ms Kathy Shek

BR%& E 51 Years of Service: 15
(R 2E % 22+ Ms Amy Chan

BR 7% 5 58 Years of Service: 10
HAEE L £ Ms Vanessa Wu
BR 3% € 5 Years of Service: 7

BB H2 T Ms Joyce Lai

& FH 2+ Ms Maggie Lo
PR35 ¥ 22+ Ms Carol Chan
ZBIFER 55 & Mr Brad Kwok

SRB 7 Z £ Ms Nancy Cheung
FEFE LT Ms Hilda Lee
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Statistics

EERFER
(201315 29H) -
1,433 R

Number of complaint

cases received
(January - September 2013):

1,433 cases
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EEETHAHE

(201315 29H) -
20,267 R

Number of enquiry cases
(January - September 2013):

20,267 cases

449
5, 106 1EL 100
63
EHERENR L BE R
Data Access E\J$&§Mn 5 PIRF Direct Marketing
Request ID card number/copy &
other personal identifiers
12,523
2,309
1875 1,486 1809 4 ,7;
] H
ESHERENR ANERER B
Data Access Human Resources Direct Marketing
Request

2=
P 5
Glossary

K # 4 Big Data

rﬁ%ﬁnﬂtm*ﬁ%ﬁéaﬁﬂéé - —
;Kﬁ; YRGB ER BT

*ﬁE’J%UFE c REBIBARTE TR
%& :[R2 ] (Volume) * [ & ] (Velocity)
K[ %7t (Variety) (& f83Vs) °

[REIRERBUERELANEHIE -
(BER|IERShRERIBBRELEN
DMBURRIAETE - [ 27T | A5 3 Wk
ATEERE A BIRMNE S BIE - B
Fo@E RR - WKERE-

1348 m] i S B E R BUR RO BRE - A
TEMESEASENT

2ERE T R ER20059 21308 (17T
4 (exabytes)' - ﬁﬁE2010¢Ei 11,227
Yool - FBEF20158 € EFE7,910
NI TTHA -

Facebook# A HBTIEENERAFR - &
H A #8 #8500A (i 7T, 4l (terabytes) #) 2 1%
(BEXF SGERER) WL -

éﬂﬁ”}%{ﬁ%{b/\éﬂﬁ’]fﬁf nER
Tﬁ&%ﬁ%“/eﬁ%\ﬂ%ﬂ@ﬂo

F}f%aﬂ“ HREN AR T R BB 2
Tin]  WAFEE BT ARBBEAR

jﬁﬂ ENRGHIARE -

REEHEMLEBRERRETERE
RIKE - B AR R0 E R

& B RR Sources ¢

The Economist 2012 outlook

R CASE
500 - 2012
== 2013
400 - * RESHEH
Most Complaint Cases
300 -
200 -
- 77 84 81
100 20
0 -
HE RS ANERER
%1 TOPIC* Internet Related Human Resources
R CASE
15,000 - [
12013
12,000 = * BRBEANE
Most Enquiry Cases
9,000 -
6,000 -
3,000 -
470 332 994 845
O — — -
TEMEEER HDERE,
%0 TOPIC* Workplace BIAS R S 1 B
Surveillance ID card number/copy &
other personal identifiers
BEERRAME  IEEZREL KA
BB B R AR -
Rl AARZEEEVSERXF B
RS L ESEY f YA
(variability) (5 BUR M B &R G HEZ 15 JLM
ﬁii}‘ $) - MIEE] (value) (F A RBURAE

DITRAIGHERRAFE) P

"Big data" is a buzzword used to describe
datasets so large that they cannot be easily
stored or analysed by traditional methods.
Typically big data has the following
characteristics: high volume, high velocity
and high variety (3 "Vs").

Volume refers to the massive amounts
of data collected and generated by
organisations. Velocity refers to the speed
at which the data can now be generated
and analysed by sensors or machines.
Finally, variety means the vast array of
different types of data that is collected
and potentially used — from text to audio,
video, web logs and more.

It is only inevitable that businesses are
facing with the big data challenge. Here
are two examples of how much data is
out there:

The quantity of global digital data reached
130 exabytes' in 2005 then 1,227 exabytes
in 2010. It is now predicted to rise to
7,910 exabytes in 2015.

Privacy Aware, Vol 11 No. 3 Summer 2012-2013, the Office of the Victorian Privacy Commissioner

whatis.techtarget.com/definition/3Vs

T —NTESRAE SN =R (12 % n8EZ) {&{ 7T 4A (quintillion bytes) °
An Exabyte is one quintillion (1 followed by 18 zeros) bytes.
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Facebook had more than a billion active
users and each day more than 500
terabytes of data (including text, video and
photo) is being uploaded.

The fact that the data collected is digital
makes storage, sharing, search, anaylsis
and copying very fast and very cheap.
It is even more so now that much of the
computing power required, as well as the
data, is being moved into 'the cloud'. This
makes the power and potential of the big
data almost unimaginably vast.

Big data poses great challenges for
data privacy protection and regulation
too. There have been calls for the
harmonisation, or even standarisation,
of data privacy standards and principles
around the world to help manage big data.

More recently, additional Vs have been
proposed for additional to the 3 Vs model,
including variability (the meaning of data
would vary according to context) and
value (as information and then knowledge
would be induced from big data upon
analysis). P
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Technology Updates

RAEREERELAREREEENILRBREE

Questions You Should Ask before Your Company Tries
Cloud Computing

S BEUNHEKEEAWS S Cloud computing is attractive to  what risks you take storing personal
LTEERPNCERABR  BEAKXS®”  businesses, especially to small-to- information on the cloud? Here is a
BRARFEREEANILENEHEIAE ©  medium enterprises with limited checklist of what you should consider
NEBENRESG - T KRGS HEILE resources to invest in server hardware  before engaging a cloud service
THEEERRESR ? UEREEMEA  and onssite technical personnel for IT  provider (cloud provider). P
BREMER?EAEmRGHEERA  management. However, are you really

EEETIER-F clear about what the cloud is and
1 EEEE MFEREHHERBFEEAER {']?E’\J’/lﬁ(ﬁﬂii F)EHAETREBE{EAER (LB IEHDEBRE -
Legal REE Aﬁﬂﬁ’\]?%" BISIRD] - & ERHE R E AR (Pl E5H RIS AL RER) JNR SRR B R - AR
responsibility AHZERFEREED -
*?Ji/jﬂﬂ ZEREREBFERA QOB T AR EME U IEFEB TR ER RS EERNEAER X
M SN - BIE - MR - B -

If data stored in the cloud includes personal data, then it is the responsibility of your company (the data user) to
safeguard the personal data according to the requirements under the Personal Data (Privacy) Ordinance. Under
the Ordinance, any data breach or misuse of personal data by a data user’s contractor (such as a cloud provider)
is treated as having been done by the data user.

According to the Ordinance, the data user must adopt contractual or other means to prevent unauthorised or
accidental access, processing, erasure, loss or use of the data transferred to the cloud provider.

PRVt LA UNEZEEEREAREBETONERREUER JIANEAEHAEEH FAEERTES —EER -
Location and mrERFER, BEHEAEHEBEZEUNES BRI MRS NRERES S -

data flow

For cloud providers that have data centres distributed across multiple jurisdictions, personal data entrusted to them
may flow from one jurisdiction to another. If you allow the personal data that your customers/users entrusted to you
to be transferred to places outside of Hong Kong, you must ensure that such data is treated with a similar level of
protection as if it resides in Hong Kong.

AP S OB RESEREESEREABRD BRERE c WEIINH LS U ERNE NN EIER AR AR

(I;?x?ssgurcing PAMRISTEEEF ML -

arrangements MEBEMNELE  LWBRABUENERMREMR T - flun % PR 75 Eﬁﬁ’]i%}\%%gp\ﬁ(ﬁﬁ??ﬂ
YRR A E 00 R E K 7 5 B e R R AR AT R RIS A » dn B/ DEESEREEBER
EBARABHER AR Z IR ERBOFIE

Some cloud providers may deliver their service through contracting/or sub-contracting. Such engagements may
be based on loosely formed contracts or partnerships, which give them flexibility.

You need to be aware of such arrangements to ensure that your data protection requirements are effectively met.
For example, is access restricted to those who need to know? What measures are in place to ensure compliance
with data protection principles? If contractors/sub-contractors fail to protect the data, will they be subject to any
contractual remedy obligation or sanctions from their local regulatory authorities?

Rop L RSPl LT REHEHERNSHETARE AR ATFPREBNARNRE  YRAFERBKSH o
Standard services MO EREERE RS NRED NS AH E’M%;z&ﬁﬂﬁﬁs{ﬂagiji AR RFRIFHEEE - BAKITA
and contracts FREE o IO MITEREE BT ERREHERNAL -

Some cloud providers operate their business in a “quick-turnover” and “thin-margin” manner so that they only
offer a small number of service types with standard contracts to their customers.

Carefully evaluate whether the services and the contracts meet your security and data privacy protection
requirements. If there is a gap between what is being offered and what is required, find ways to address the gap.
You will also need to find ways to enforce the contract with the cloud providers effectively.

.%&:Ml%?ﬁ EIREEAEHZRIDBHIENEEAMBEBLENNEEIN T R RGHER -
outs%rurcmg REESHRBHERZTNAAT FHEXRHIBEAEHRTANRAKEENAE K : REBHRSE
issues HEBAER Ei%#&ﬁﬂﬁ?\\iﬁ%ﬁ CREERHERERLETERMIRHFEET LNEAER -

Inform your data subjects in the Personal Information Collection Statement (PICS) of your intention to outsource
data processing to a cloud provider.

Ensure there are provisions in the contract with cloud providers to limit the use of personal data to the original
or directly related purpose; to require the cloud providers to notify you of data breaches, if any; and to erase or
return personal data when it is no longer required by the cloud providers

ERAR Source ¢
REHRAO(EHRELE)ERBER www.pcpd.org.hk/chinese/publications/files/cloud_computing_c.pdf
Information Leaflet on “Cloud Computing” published by the PCPD www.pcpd.org.hk/english/publications/files/cloud_computing_e.pdf
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Resources Updates

rummes
& Think PRIVACY (ke SMART Qv

AN NELESANERSLERD
SEERY - RS AR KRR
EOGEUNENNA L ARLEN AR
tEmReEnLN -

MRS R R LR NS N EAusAmanfOBoA eS|

%k Videos:
El 2% YouTube #3 :

RHEREEREEAERBLLED
SHa

PCPD YouTube Channel:

provide short videos on smartphone
and online data protection
www.youtube.com/user/PCPDHKSAR

B nismas

EEREBAENBLERFERS
www.cmab.gov.hkwvideo/DirectMarketing
Cant 4_3_130315.wmv

TV API on Direct Marketing
www.cmab.gov.hk#video/DirectMarketing

Eng 4 3_130315.wmv

4834 Websites:
B PEABEBRE

HREHELBABERLERM U
AR EFE A

Think PRIVACY! BE SMART Online
website:

provides one-stop tips and resources on
privacy protection online
www.pcpd.org.hk/besmartonline

A ssssmm

REBARBE—HAEEREM[A
BRI EM - ZE0 A A A
A IRRIEHM

Youth Privacy Portal:

provides one-stop resources for youth
on privacy protection and for teachers
to prepare related teaching materials.
www.pcpd.org.hk/youthprivacy

55| & ¥ Guidance Notes:
E HREWEEAENBARLBEE

BHEs|

Guidance on Preparing Personal
Information Collection Statement
and Privacy Policy Statement

A & RftAfERmEHEAEREs

Guidance on Use of Personal Data
Obtained from the Public Domain

PCPD News #L[& % 8 A& @5l ¢ Issue no. 28

N F Leaflet:
ERREREELE — BRERT

R#

Protecting Online Privacy — Be Smart
on Social Networks

[E ¥ Infographic:
B esaEs mex REEEE

EE! BB RRALT#CQONF
BAER (L) UBET) 5B
SEHRE B R SIS B U S AN B (R
NE R TS Al fE A

To Receive or Not to Receive Direct
Marketing Messages, It’s Your Call
- You have the Right to Opt-Out
at all times: It is aimed to illustrate
how consumers may apply the new
direct marketing provisions under the
Personal Data (Privacy) (Amendment)
Ordinance 2012 to real life situations

BB E T HR View e-version:
www.pcpd.org.hk > EMR T Rk SEUDR AFWER R -
www.pcpd.org.hk > Publications & Videos, or obtain a copy at PCPD office
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Mark Your Diary

. 2013/ 142 EMBERBARFE IR

Training Programmes under Privacy Campaign for Retail Industry 2013/14

2013.10.03 BEERHETNREESIEN

Introductory Seminar on New Direct Marketing Regime

2013.12.17 CRANER (FLBE) RBID N

Introductory Seminar on Personal Data (Privacy) Ordinance

H X E I Professional Workshop
2013.10.29 ANBIRE IR ERHRIE

Data Protection in Human Resource Management

2013.11.22 HERETHNERMRE

Data Protection in Direct Marketing Activities

www.pcpd.org.hk/retail

RIEFLBE £ KT E2014
Student Ambassador for Privacy Protection Programme 2014

2013.11.01 Deadline for Applications of Personal Data Privacy
Protection News Regortln Competition

P GEES YN ELE S g
. 2013.11.10 News Reporting Training Workshop
X ..,‘ E}%i&LIﬂE
. www.pcpd.org.hk/youthprivacy

RERELREE2013/14

University Privacy Campaign 2013/14

R TFIBE R B KRR B~ R BN -

The campaign will be launched at the following tertiary institutions with a series
of talks, exhibitions and games:

2013.10.02-03  FHERIC AL
Hong Kong Shue Yan University

2013.10.04, 07 FEPXKE
The Chinese University of Hong Kong

2013.10.08-09  EERHEAL
The Hong Kong University of Science and Technology

2013.10.15-16  FHER T KE
The Hong Kong Polytechnic University

2013.1023 -24  EEHREELK
The Hong Kong Institute of Education

2013.10.29 - 30 BEERE
Hong Kong Baptist University

2013.10.31-11.01 Z&Em AL

Lingnan University
2013.11.05-06  HBEHHAZE

City University of Hong Kong

2013.11.13-14  HEARAEL
The Open University of Hong Kong

2013.11/12 BERD
The University of Hong Kong

www.pcpd.org.hk/university

REBAERERGEIL

Professional Workshops on Data Protection

CfEAE R (FARR) RO N R EE (B W EHR{T

"Introduction to the Personal Data (Privacy) Ordmance" Seminars
(held bi-weekly)

REBAERNLE-RE i?ﬂﬂgﬁﬁﬂﬁﬁﬂéfﬁﬁu
Protection of Personal Data Privacy —

Talk Series on the Proper Use of Technology

in Daily Life

www.pcpd.org.hk
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