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The Personal Data (Privacy) Ordinance was 
enacted in 1995. The latest amendments 
to the Ordinance were enacted in 2012 
to provide a tighter regulatory framework 
to protect personal data privacy in 
Hong Kong.   
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The Legal Division provides legal advice to the Commissioner and various division heads on the 

interpretation and application of the Ordinance in enforcement action, as well as general legal counsel 

on a broad range of issues. The Division reviews and analyses existing and proposed legislation and 

government programmes that may affect the privacy of the individual with respect to personal data; 

administers the new Legal Assistance scheme; monitors developments in overseas data protection laws 

that are relevant to the PCPD’s work; and represents the Commissioner in any hearings before the 

courts or the Administrative Appeals Board. 

Ensuring equity and fairness
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ENACTMENT AND IMPLEMENTATION OF THE PERSONAL 
DATA (PRIVACY) (AMENDMENT) ORDINANCE 2012

The Personal Data (Privacy) (Amendment) Ordinance 2012 (“Amendment 

Ordinance”), which is aimed to enhance data privacy protection, was 

fully implemented on 1 April 2013. Since 2007, the PCPD proposed 

more than 50 amendments to the Ordinance. Although the suggestions 

were not all adopted, the changes passed mean a new chapter in our 

data privacy protection laws.

2011

2012

After two rounds of public consultation and discussions on 

the various proposals for the review of the Ordinance, the 

Government published the Report on Further Public Discussions 

on Review of the Personal Data (Privacy) Ordinance.

The Government gazetted the Personal Data (Privacy) 

(Amendment) Bill 2011 (“Amendment Bill”). The PCPD 

engaged in full-swing preparation for the legislation.

A Bills Committee in the Legislative Council was formed to 

scrutinise the Amendment Bill. 

The PCPD closely followed the discussion in the Bills 

Committee and made representations to amend some 

retrograde provisions in the bill.

In light of the concerns expressed by the PCPD and other 

stakeholders, the Government proposed changes to the bill 

relating to the regulatory regime on the use of personal 

data in direct marketing and the provision of personal data 

to a third party for use in direct marketing as outlined in 

LC Paper No. CB(2)1169/11-12(01).

The amendments were introduced 
in public seminars held since 
September 2012.
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The Commissioner attended the Bills Committee meeting on 

23 April 2012 and presented his major concerns on specifi c 

clauses of the Amendment Bill, relating to the regulation of 

the use of personal data for direct marketing purposes.

Follow-up submissions1 were made to the Bills Committee to 

explain the Commissioner’s concerns and disagreement on 

specifi c clauses, including the following recommendations: 

(1) to require data users to notify data subjects in writing 

of the intention to transfer their personal data to third 

parties for direct marketing, and obtain from them a 

written response; 

(2) to impose a cut-off date before the entry into force of the 

new requirements, after which the data user cannot seek 

coverage under the grandfathering arrangement; and 

(3) to give data subjects the right to be informed of the 

source of their personal data by direct marketers.

The Amendment Ordinance was introduced in two phases; the 

majority of the new provisions took effect on 1 October 2012.

The PCPD issued information leafl ets and launched a video 

to explain the new provisions.

Note 1 LC Paper No. CB(2)1777/11-12(01) “Major Concerns on 
Specifi c Clauses as at 18 April 2012” for the Bills Committee 
meeting on 23 April 2012;

 LC Paper No. CB(2)1854/11-12(02) “Major Concerns on Specifi c 
Clauses as at 26 April 2012” for the Bills Committee meeting on 
2 May 2012; and

 LC Paper No. CB(2)1921/11-12(01) “Major Disagreement with the 
Administration on Specifi c Clauses as at 4 May 2012” for the Bills 
Committee meeting on 7 May 2012.

The revised Amendment Bill was passed by the Legislative 

Council on 27 June 2012. 

The PCPD issued a Guidance Note and leafl et on the new 

provisions on direct marketing.

The amended provisions relating to Direct Marketing and 

Legal Assistance took effect on 1 April 2013.
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Major Changes under the Amendment Ordinance
New Regulatory Regime on Data Protection in Direct Marketing
The Amendment Ordinance introduced, among other changes, a new 

regulatory regime on direct marketing (new section VI A), whereby a 

data user is strictly prohibited from using the personal data of individuals 

for direct marketing or providing the personal data to others for direct 

marketing purpose unless:

• the data user has notifi ed the data subjects of certain prescribed 

information and has provided a response channel for the data subjects 

to communicate their consent or indication of “no objection” to the 

intended use or provision of the data; 

• the notifi cation must be easily understandable and readable; and

• the relevant data subject’s consent or indication of “no objection” 

has been obtained. 

Prescribed information includes:

• the intention to use the personal data in direct marketing, or to 

provide the data to a third party for its use in direct marketing 

activities;

• the kinds of data to be used or provided (e.g. name, email address 

and phone number);

• the classes of products/services in relation to which the data is to be 

used or provided;

• a notifi cation that the data user may not so use or provide the data 

unless the data subject’s consent has been received; and

• a response channel. 

A data user who intends to provide the personal data to a third party 

for use in direct marketing is required to meet the following additional 

requirements: 

• to give the data user’s notifi cation and obtain the data subject’s 

consent in writing;

• to inform the data subject that the data will be transferred for gain 

(if applicable); and

• to inform the data subject of the classes of persons to whom the 

data will be provided.
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The PCPD and the Government 
enhanced the public understanding of 
the new regime on direct marketing 
through multi-channel promotion.

When data subjects’ personal data is used in direct marketing for the 

fi rst time, the data user must inform the data subjects that they have 

the right to require the data user to cease to use the data for direct 

marketing purposes. The data subjects may also exercise their opt-out 

right at any time irrespective of any prior consent given. Upon receiving 

an opt-out request, the data user must cease using the data. 

To help data users become familiar with the new regime, the 

PCPD published a pamphlet entitled “New Guidance on Direct 
Marketing” in January 2013 to guide data users on applying the new 

provisions, share examples of good practice in meeting the requirements, 

and provide practical tips on carrying out cross-marketing activities.

The Guidance Notes also explain the grandfathering arrangement 

provided in the Amendment Ordinance, which exempts from the full 

impact of the new rules data users who have been lawfully using the 

personal data of their clients in the direct marketing of certain class of 

products/services. Data users can apply the grandfathering arrangement 

to continue to use the personal data in their existing direct marketing 

contact lists for marketing the same class of products/services without 

having to give notifi cation and obtain consent from the data subjects. 

The grandfathering arrangement does not apply if (i) the data user uses 

the personal data to promote to the data subject a different class of 

products/services, or if (ii) the personal data is provided to a third party 

for use in direct marketing.

The PCPD also published an information leafl et entitled “Exercising 

Your Right of Consent to and Opt out from Direct Marketing Activities 

under the Personal Data (Privacy) Ordinance”, which assists data 

subjects to understand their rights under the new provisions and how 

to exercise such rights, in particular the right to request the data user 

to cease to use their personal data in direct marketing activities.  
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Contravention of the requirements under the new direct marketing 

regime is a criminal offence punishable by a fi ne of up to HK$500,000 

and imprisonment for up to three years. If the data is provided to a 

third party for its use in direct marketing in exchange for gain, non-

compliance may result in a maximum penalty of a fi ne of HK$1 million 

and fi ve years’ imprisonment.

Other new provisions of the Amendment Ordinance: 

Legal Assistance to Aggrieved Individuals

With effect from 1 April 2013, a Legal Assistance Scheme has been 

introduced whereby the PCPD assists individuals aggrieved by data 

privacy intrusions under the Ordinance in seeking compensation by way 

of civil claims from the data user for damage, including injury to feelings.

The Commissioner, in exercising his discretion to approve an application 

for legal assistance, may consider factors which include: the merits of the 

case; whether the case raises a question of principle and would establish a 

useful legal precedent; whether it is unreasonable to expect the applicant 

to deal with the case unaided having regard to the complexity of the case 

(e.g. the applicant is an individual whilst the prospective defendant is a large 

corporation); and the resources allocated by the Government for the Scheme.

The assistance may take the form of legal advice or legal representation 

in court. The time limit for making a civil claim on privacy infringement 

under the Ordinance is normally six years from the alleged wrongdoing.

Learn more: “Legal Assistance for Civil Claims under the Personal Data 

(Privacy) Ordinance” leafl et

www.pcpd.org.hk/english/publications/fi les/legal_assistance_e.pdf

New Offence: Disclosure of Personal Data Obtained Without a Data 

User’s Consent

It is an offence for a person to disclose any personal data of a data 

subject obtained from a data user without the latter’s consent and 

with the intent to obtain gain or cause loss to the data subject. It 

is also an offence if the unauthorised disclosure, regardless of its 

intent, causes psychological harm to the data subject. The maximum 

penalty for these two new offences is a fi ne of HK$1 million and 

imprisonment for fi ve years.
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Other new provisions of the Amendment Ordinance

Outsourcing Personal Data Processing

The Amendment Ordinance enhances protection in this regard by 
requiring that if a data user engages a data processor, whether within 
or outside Hong Kong, to process personal data on the data user’s 
behalf, the data user must adopt contractual or other means to prevent 
any personal data transferred to the data processor from being kept 
longer than is necessary; and prevent unauthorised or accidental access, 
processing, erasure, loss or use of the data. In other words, outsourcing 
of work does not include outsourcing of liability.

Learn more: “Outsourcing the Processing of Personal Data to Data 
Processors” leafl et
www.pcpd.org.hk/english/publications/fi les/dataprocessors_e.pdf

Third Party to Give Consent to the Change of Use of Personal Data

A specifi ed third party (parent/guardian or representative appointed 
by the Court) may give consent on behalf of minors, persons incapable 
of managing their own affairs, or mentally incapacitated persons to 
the change of use of their personal data when it is clearly in their 
interests to do so.

Data Access Request

In normal circumstances, a data user is required to comply with a 
data subject’s request to access his personal data. The Amendment 
Ordinance provides for the refusal of a data access request based on 
the non-disclosure or secrecy requirements in other ordinances. 

New Exemptions 

Personal data held in the course of performing judicial functions 
is exempt from the Data Protection Principles (DPPs) and certain 
provisions of the Ordinance. 

When disclosure or transfer of identity or location data would prevent 
causing serious harm to the health of a data subject; when it is in 
the interest of a minor; when it is for the purpose of a due diligence 
exercise conducted in connection with a business merger, acquisition 
or transfer of business; when it is required for legal proceedings or 
for establishing, exercising or defending legal rights; or when records 
are transferred for archive purposes; the data is exempt from DPP3.

In emergency situations, such as the identifi cation of an individual 
involved in a life-threatening situation or carrying out of emergency 
rescue operations, personal data is exempt from DPP1(3) and DPP3.

A data user is exempt from complying with a data access request if 
the data user might as a result be self-incriminated of any offence 
other than an offence under the Ordinance.
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Other new provisions of the Amendment Ordinance

Strengthening the Commissioner’s Power to Serve Enforcement Notices

Before the amendments, the Commissioner could serve an enforcement 

notice on a data user to remedy the contravention of a requirement 

under the Ordinance. However, as in the Octopus incident in 2010, if the 

contravening act had ceased and there was insuffi cient evidence to indicate 

that the contravention would likely be repeated, the Commissioner could 

not serve an enforcement notice. The amendments to the Ordinance 

enable the Commissioner to serve an enforcement notice regardless of 

whether the contravention will continue or be repeated. (Please refer to 

the table below)

29

The Commissioner may serve an enforcement 
notice on a data user to remedy the contravention 
of a requirement under the Ordinance, which is 
likely to continue or be repeated.

If a data user resumes the same contravention 
after compliance with an enforcement notice 
within a specifi ed period, the Commissioner 
can only issue another enforcement notice to 
the data user.

A fi ne of HK$50,000 and imprisonment for 
two years, and in the case of a continuing 
offence, a daily fi ne of HK $1,000.

6 months

The Commissioner may serve an enforcement 
notice irrespective of whether the contravention 
will continue or be repeated.

A repeated contravention, if committed 
intentionally, is an offence. The penalty is a 
fi ne of HK$50,000 and imprisonment for two 
years, and in the case of a continuing offence, 
a daily fi ne of HK$1,000.

2 years
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APPEAL LODGED WITH THE ADMINISTRATIVE
APPEALS BOARD 

The Administrative Appeals Board (AAB), established under the AAB 

Ordinance (Cap 442), is the statutory body that hears and determines 

appeals against the Commissioner’s decisions by a complainant, or the 

relevant data user complained of.

Statistics of Administrative Appeals Board cases concluded 
and received in the year 2012-13
A total of 38 appeal cases were concluded and 30 new appeal cases 

were received during the reporting year.

Most of the appeal cases were eventually dismissed by the Administrative 

Appeals Board or withdrawn by the appellants. (Figure 2.1)

63%

26%

11%

Figure 2.1 - Appeal Case Results 

The year 2012 was a remarkable one for me as I said goodbye to my 17 years 
of private practice. The PCPD gives me a totally different job environment, the 
perspective of a regulatory body and an improved work-life balance. Thanks to 
my colleagues who have been so friendly and helpful, and I’ve quickly adapted to 
my new post of Legal Counsel. The work of the PCPD has received considerable 
recognition from the public, and I embrace the challenges ahead in protecting 
the personal data privacy of individuals without stifl ing the effi cacy of the 
business community.

ars 
he 
to 
to 
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Of the 30 appeal cases received in the year, 27 related to the 

Commissioner’s decision not to carry out an investigation as there was 

no prima facie evidence to support the alleged contraventions, and / 

or the party complained against had taken remedial action to rectify 

the alleged contraventions.

Two cases involved appeals against the Commissioner’s decision not 

to serve an enforcement notice after conclusion of the investigation, 

and the remaining case was an appeal against the Commissioner’s 

enforcement notice. (Figure 2.2)

90%

10%

Figure 2.2 - Nature of the Appeals
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Over the years, what has emerged is defi nitely an awareness of personal data in 
thought and practice as refl ected in the different complaints and cases before the 
Privacy Commissioner, …there is evidently a growing reliance on and trust of the 
Privacy Commissioner, and his decisions have been confi rmed by the Administrative 
Appeal Board in most cases (87 percent).

(cited from Professor Cheung’s article “An evaluation of personal data protection in Hong Kong Special 
Administrative Region (1995-2012)” published in International Data Privacy Law, 2013, Vol3, No.1)

Of the 30 appeal cases, 21 involved alleged breaches of the Data 

Protection Principles in Schedule 1 of the Ordinance.  8 cases involved 

alleged non-compliance with DAR and/or DCR, and one appeal 

case was about whether or not “personal data” was involved. 

(Figure 2.3)

Of those appeals involving DPP contraventions, 6 cases involved 

excessive and/or unfair collection of personal data; 18 involved the 

use and/or disclosure of personal data without the data subject’s prior 

consent; and one involved the security of personal data.

26.7%

70%

DPP = Data Protection Principle
DAR = Data Access Request
DCR = Data Correction Request

3.3%

Figure 2.3 - The Provisions of the Ordinance involved 
in the Appeals
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The complainant lodged 4 complaints against an organisation in their handling of his 
personal data. The Commissioner had decided not to pursue all of these complaints. The 
AAB dismissed all the appeals and awarded costs to the Commissioner in one of the cases 
on the ground that the appeal has been conducted in a vexatious and frivolous manner.
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First Complaint Case (AAB Appeal No. 5 of 2011)

The complainant was a visually impaired person and joined certain 

activities provided by an organisation. The complainant claimed that he 

was not notifi ed of the existence of surveillance camera installed by the 

organisation in the building (complaint A). The complainant also alleged 

being assaulted by the staff of the organisation. The incident was recorded 

and shown to a special committee convened to investigate the matter. 

The complainant complained against the committee members for viewing 

the recording without his consent (complaint B).  The complainant also 

complained against the organisation for failing to obtain his consent for 

recording other activities participated by him (complaint C).

Findings of the Commissioner
Regarding complaint A, the Commissioner considered that the 

purpose for installation of the surveillance camera was not to collect 

the complainant’s personal data but for security purpose instead. In 

reliance of the Eastweek Case2, there was no issue concerning the 

data protection principles since there was no collection of personal 

data. Regarding complaint B, the Commissioner considered that 

there was no contravention of DPP 3. Regarding complaint C, the 

Commissioner noted that the complainant had signed a letter of 

agreement consenting to being recorded at the activities hosted by 

the organisation.

Note 2 Eastweek Publisher Limited & Another v Privacy Commissioner for 
Personal Data [2000] 2 HKLRD 83
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The Appeal
Regarding complaint A, AAB confi rmed the Commissioner’s decision 

that there was no collection of personal data, hence it was unnecessary 

to carry out an investigation of the complaint. As an alternative 

ground, AAB also found that the organisation had taken remedial 

measures to notify the users of the building about installation of the 

surveillance cameras. No damage has been caused or will be caused 

to the users of the building, especially the complainant who had prior 

knowledge of such installation when he attended the premises on two 

occasions in December 2010 and January 2011. Regarding complaint 

B, AAB opined that the original purpose of the recordings was to 

record the actual events of the dispute. The complainant had verbally 

requested the organisation to view such recordings to investigate 

the matter. As the original purpose of collection and its subsequent 

use are directly related, prescribed consent of the complainant was 

not required. In any event, the complainant had given his prescribed 

consent. Regarding complaint C, since the organisation undertook 

to seek consent from individuals on every recording occasion in the 

future, the Commissioner was correct not to investigate any further.

The AAB’s Decision
The Appeal was dismissed.

34

Second Complaint Case (AAB Appeal No. 44 of 2011)

The complainant complained against the organisation for late provision 

of the recordings in compliance with his data access request (complaint 

D). The complainant also complained against a staff member of the 

organisation for disclosing his medical note (complaint E).

Findings of the Commissioner
Regarding complaint D, there was a substantial delay in provision of 

such data by the organisation. The organisation explained this was due 

to the work involved in concealing the identity of other individuals 

captured in the recordings. The organisation undertook to engage 

professional assistance in the future to edit recordings of similar nature 

with the aim of complying with the statutory 40 days’ requirement.  

Regarding complaint E, the Commissioner was satisfi ed that the staff 

of the organisation did not disclose the complainant’s medical note.  

There was no breach of the requirements under the Ordinance, and the 

breach (if any) would be considered minute.
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The Appeal
AAB ruled that the Commissioner was correct in refusing to investigate 

the two complaints. Concerning complaint D, AAB agreed that 

Part B, paragraph (g) and Part D of the Commissioner’s Complaint 

Handling Policy (“CHP”) applied, i.e. given the mediation by the PCPD, 

remedial action had been taken by the party complained against, an 

investigation of the case could not achieve a better result and issue of 

an enforcement notice would not be justifi ed. Regarding complaint E, 

AAB decided that the following paragraphs (a), (d) and (g), Part B of 

the CHP applied :

(a) The act complained of is considered to be trivial, if the damage or 

inconvenience caused to the complainant is seen to be small;

(d) After preliminary enquiry by the PCPD, there is not prima facie 

evidence of any contravention of the requirements of the Ordinance;

(g) Given the mediation by the PCPD, remedial action has been taken by 

the party complained against, an investigation of the case cannot 

reasonably be expected to bring about a more satisfactory result.

The AAB’s Decision
The Appeal was dismissed.

Third Complaint Case (AAB Appeal No. 45 of 2011)

The complainant complained against the organisation for failing to 

supply recordings of two meetings held on 9 and 15 December 2009 in 

compliance with his data access request (complaint F).  He also complained 

against the organisation for merely providing the verbal transcript of 

another meeting held on 4 September 2009 rather than its live recordings 

(complaint G).

Findings of the Commissioner
With respect to complaint F, on the facts of the case the Commissioner 

was satisfi ed that there were no recordings of the two meetings 

held on 9 and 15 December 2009.  Regarding complaint G, upon 

the Commissioner’s intervention, the organisation provided the live 

recordings of the meeting held on 4 September 2009 as requested.
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The Appeal
Regarding complaint F, AAB ruled that there was no evidence of 

contravention of the requirements under the Ordinance.  AAB also 

considered that since the complainant had himself kept sound 

recordings of the two meetings, there could not be any damage 

or inconvenience from such lack of access to the organisation’s 

recordings (if they existed at all). Regarding complaint G, AAB agreed 

that an investigation would not bring about a better result and it was 

pointless to issue an enforcement notice.

The AAB’s Decision
The Appeal was dismissed.

Fourth  Complaint Case (AAB Appeal No. 60 of 2011)

The complainant lodged complaints H and J which were identical to 

complaints B and E.  The complainant also complained the organisation 

for collecting HK$20 from him for providing the CD which contained the 

recordings of the meeting (complaint I). 

Findings of the Commissioner
Regarding complaint I, the Commissioner followed the Decision in 

AAB Appeal No. 37 of 2009 that the fees charged for data access 

request should be directly related and necessary to fulfi ll the request.  

Hence, the Commissioner decided that the fee of HK$20 satisfi ed such 

requirement and the amount was reasonable.  Regarding complaints 

H and J, they were identical to complaints B and E which the 

Commissioner had decided not to investigate any further.

36



PCPD ANNUAL REPORT 2012-13

The Appeal
Regarding complaint I, AAB agreed that HK$20 was a reasonable 

amount.  Regarding complaints H and J, AAB considered that both 

complaints were vexatious as the Commissioner had dealt with identical 

complaints already.  AAB observed that there was no reasonable ground 

for making complaints H and J which were totally unmeritorious.  In 

addition, having regard to the totality of the circumstances, and the 

manner of the complainant during the 4 appeal hearings in making 

numerous derogatory comments about the organisation and its staff, 

AAB concluded that complaints H and J were not made in good faith.  

It was decided that the Commissioner was correct in refusing to pursue 

the three complaints further.

The AAB’s Decision
The Appeal was dismissed. AAB concluded that the appeal was 

conducted in a vexatious and frivolous manner and ordered the 

complainant to pay costs of the appeal pursuant to section 22(1) of 

the AAB Ordinance.
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A company disclosed an employee’s personal data to security guards to prevent him from 
entering the company’s premises (AAB Appeal No. 55 of 2011).

The Complaint
The Complainant was a driver who was diagnosed with depression and 

another illness. His employer (“the Company”) switched him to new duties 

which did not require his presence on the Company’s premises. There was 

a dispute as to whether the company had posted a notice on a window in 

the security room displaying his name, photo and staff identity number for 

the purpose of enabling the security guards to prevent the Complainant 

from entering the Company’s premises.

Findings of the Commissioner
There was no evidence to suggest that the Company had disclosed 

the Complainant’s personal data to unrelated third parties, or had 

recorded gossip regarding the Complainant’s health.  Since gossip is 

not personal data, it is not within the jurisdiction of the Ordinance. 

The Commissioner was not satisfi ed that there was evidence proving 

the Company’s breach of DPP3.

The Appeal
It was reasonable for the Complainant’s colleagues to learn that he 

had a mental illness due to his extended sick leave and attempted 

suicide. There was no evidence that the company had disclosed the 

Complainant’s personal data to unrelated third parties. However, upon 

hearing testimony of the two witnesses, the AAB was satisfi ed that 

there was a printed notice posted on the window of the security room 

prohibiting the Complainant from entering the Company’s premises 

and the notice was visible to outsiders. Given the notice contained 

the Complainant’s personal data, the Commissioner’s decision was 

considered fl awed and a further enquiry was required.  

The AAB’s Decision
The appeal was allowed and the Commissioner was directed to 

reconsider the complaint.
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The Complaint
The Complainant, a party to a criminal case, complained against the 
Court, and in particular, a Judge, in relation to the criminal case for : 
1 unlawfully excluding from the court bundle the Complainant’s new 

evidence regarding two medical defence witnesses and the affi davit 
of the Duty Lawyer; 

2 collecting the transcript of the proceedings from the Magistrates’ 
Court by unlawful or unfair means; 

3 failing to inform the Complainant of the reasons for the refusal of 
two Data Access Requests made by the Complainant regarding the 
audio record or transcript; and 

4 failing to respond to the Complainant’s data-correction request to correct 
an error of hearing dates contained in the judgment of the Judge.

Findings of the Commissioner
The Commissioner was of the view that the Judge had carried out the 
alleged acts in performing his judicial function. He held that the judicial 
system is protected by Articles 80 to 96 of the Basic Law, and the legislative 
intent of the Ordinance is that its application should not impede the acts 
of judges in the course of performing their judicial function. Thus, the 
complaints were outside the Commissioner’s jurisdiction.  Accordingly, the 
Commissioner decided not to investigate the complaint.   

The Appeal
The AAB held that the Judge was not performing his judicial 
function when assisting in the preparation of the court bundle. But 
the Commissioner’s decision could be justifi ed by other reasons; 
for example, the legislative intent of the Ordinance was for the 
Commissioner not to interfere with judicial proceedings. It was also 
held that the Judge was not a data user; the keeper and custodian of 
the court record was the Registrar of the High Court. Deciding whether 
to release the documents and on what charges were not judicial acts of 
the Judge. It is the Registrar’s administrative decision how to respond 
to the data access request. The clerk to the Judge could simply issue a 
corrigendum to amend the incorrect hearing date.

The AAB’s Decision
The Appeal was dismissed.

Whether a Judge was a data user and whether his acts constitute exercise of judicial function 
(AAB Appeal No. 57 of 2011).
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Appeal by way of a case stated to the Court of Appeal regarding an Enforcement Notice and 
Sections 18 and 19 of the Ordinance (CACV No. 229 of 2011)

Background
The Complainant made two data access requests (“DARs”) to the Hong 

Kong Police Force (“Police”) under section 18(1) of the Ordinance for 

“police data regarding offences or convictions” of his son and himself. 

The Police responded to the complainant that for Criminal Conviction 

Data Access, the applicant should make the request in person at a police 

station with his/her identifi cation document and that if no criminal 

conviction was found, the applicant would be notifi ed verbally of the 

result, while if a criminal conviction was found, the applicant would 

be given a summary of the conviction. A fee of HK$50 is charged for 

each application.

The Complainant declined to go to a Police station to make the request. 

Instead, he lodged a complaint with the Commissioner. After initial 

investigation, the Commissioner notifi ed the complainant that he had 

decided not to carry out an investigation, as he held that section 18 did 

not require the Police to inform the Complainant in writing whether they 

held the data requested and a verbal reply was suffi cient. The Complainant 

appealed to the AAB (AAB No. 1 of 2008).

The fi rst appeal by the Complainant
Notwithstanding the fact that ‘inform’ in section 18(1)(a) is not 

qualifi ed, the AAB took the view that it does not enable a data user 

to comply with the request by verbal means. Accordingly, the AAB 

remitted the case to the Commissioner to continue his investigation. 

Subsequently, the Commissioner issued a Result of Investigation of the 

complaint and made, inter alia, the fi nding that the Police’s failure to 

provide a written reply to the Complainant’s DARs contravened section 

19(1) of the Ordinance. The Commissioner issued an enforcement 

notice on the same day, requiring the Police to inform the Complainant 

in writing that they did not hold the data requested by the Complainant 

under the DARs, within 21 days after service of the enforcement notice. 

Subsequently, the Police lodged an appeal against the Commissioner’s 

decision (AAB No.10 of 2010), which was heard by a differently 

constituted AAB.

COURT CASES INVOLVING THE COMMISSIONER
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The second appeal by the Police
The AAB considered it a question of law as to whether it is permissible 

for the Police to give a verbal reply that they do not hold any relevant 

personal data. The answer would depend on the true construction of 

section 19(1). As the question raised is of great general importance, 

the AAB decided to refer the question to the Court of Appeal (“CA”) 

by way of the case stated : 

 

“Whether, upon the true construction of s 19(1) of the Personal Data 

(Privacy) Ordinance, Cap 486, it is legally permissible for a data user, 

in compliance with a data access request made under s 18(1)(a) of the 

Ordinance, to inform the individual, or relevant person on behalf of 

the individual, verbally, instead of in writing, that the data user does 

not hold personal data of which the individual is the data subject.”

The Court of Appeal’s decision
In summary, the CA adopted a purposive interpretation: if written 

notifi cation had been required for compliance with a section 18(1)(a) 

request, this could easily have been expressly stated, but it was not. 

The context of sections 18(1)(a) and 19 is that if written notifi cation 

is required by the Ordinance, that is expressly stated. Further, there was 

no unreasonableness, absurdity or inconsistency involved if the word 

“informed” was given its natural and ordinary meaning.

  

The CA concluded that criminal conviction records were sensitive 

personal data that should be released only in very restrictive 

circumstances and that a written confi rmation requirement might lead 

to an abuse of the data access request system by enabling employers 

to force prospective employees to prove they had no convictions. 

Although there was a legislative amendment in the pipeline regarding 

section 19(1) in the Personal Data (Privacy) (Amendment) Bill 2011 

that permitted the Police to inform the requestor orally they did not 

hold any record of criminal conviction of an individual, the CA had not 

relied on this in the construction of the then statutory regime.
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Civil claim for damages against the Commissioner (SCTC No.19943 of 2012)

The Claimant lodged a civil claim against the Commissioner in the 

Small Claims Tribunal. He sought to recover damages for injury to 

feelings on the ground that the Commissioner had unreasonably 

refused to carry out an investigation of his complaint.  

The Commissioner fi led in his defence denying all of the Claimant’s 

allegations. Relying on the Court of Appeal’s decision in Hui Kee 

Chun v. The Commissioner for Personal Data, CACV No.401 of 2007, 

the Commissioner submitted that the Ordinance did not provide a civil 

remedy against him for breach of statutory duties, that it was well-

established that private law rights are not likely to be envisaged where 

there is provision within the Ordinance for redress of grievances, and 

that in the Ordinance, there was indeed an administrative procedure 

for those aspects of the Commissioner’s actions which the legislature 

intended should be capable of redress.

The Small Claims Tribunal eventually dismissed the Claimant’s claim 

with costs.  

SUBMISSIONS MADE IN RESPONSE TO
PUBLIC CONSULTATIONS 

During the year, the Commissioner made submissions in response to 

the following public consultations:
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COMMENTS MADE ON PROPOSED LEGISLATION AND 
ADMINISTRATIVE MEASURES

During the year, the Commissioner made submissions relating to the 

following proposed legislations and administrative measures: 

The Commissioner also made a submission to the Administration in 

response to its notifi cation on 28 March 2013 that the new arrangement 

for the inspection of company directors’ personal information on the 

Companies Register under the new Companies Ordinance would be 

held in abeyance.

The new Companies Ordinance enacted on 10 August 2012 has 

incorporated a provision to the effect that the full identifi cation numbers 

and residential addresses of company directors will not be made available 

on the register for public inspection. This represents a major improvement 

to the present system of unrestricted public access which is beset with 

the potential risk of causing distress and harm to the data subjects such 

as exposing them to unwanted marketing approaches, identity fraud and 

possible fi nancial losses. It also allows “specifi ed persons” to gain access 

to these personal data for legitimate reasons.

The Commissioner considered the Administration’s decision to put the 

new arrangement on hold a retrograde step in enhancing the protection 

of personal data in Hong Kong as it in effect allows the existing 

unsatisfactory system of unfettered public access to company directors’ 

private and personal information to continue for an indefi nite period 

of time. He urged the Administration to pledge a timetable for enacting 

the subsidiary legislation to implement the new arrangement.


