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A total of 14,156 enquiry cases were handled in 2005-2006
(a 4.8% reduction in comparison with the previous year).
On average, 52 enquiry cases were handled per working
day. The decline in number of enquiries, albeit minor in
percentage, is believed to have been caused by the more
diversified channels through which information can be
obtained by enquirers, e.g. our newsletters and the providing
of the new on-line information service in our website, to
name but a few.
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Annual Enquiry Caseload
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Nature of Enquiry Cases
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More than half of the enquiry cases
(about 63%) were related to privacy
rights specific to an individual’s
own situation.
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The majority of the enquiry
cases (about 91%) were made to
the enquiry hotline of the PCPD
( Telephone number 2827 2827 ).
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Compliance Check
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A compliance check is undertaken when the Privacy
Commissioner identifies a practice in an organization that appears
to be inconsistent with the requirements of the Ordinance. In
these circumstances, the Privacy Commissioner raises the matter
in writing with the organization concerned pointing out the
apparent inconsistency and inviting it, where appropriate, to take
remedial actions. In many cases, the organization concerned
takes the initiative and responds by undertaking immediate action
to remedy the suspected breach. In other instances, organizations
seek advice from the Commissioner on the improvement
measures that should be taken to avoid repetition of suspected
breaches.

The reporting year saw a significant increase in the number of
compliance checks undertaken by the Privacy Commissioner.
This was largely attributable to the proactive approach taken
towards employers placing blind recruitment advertisements
(i.e. without disclosing the identities of the employers or their
agents). In total, the Privacy Commissioner carried out 131
compliance checks in relation to alleged practices of data
users that might be inconsistent with the requirements
of the Ordinance. Among these 131 compliance checks,
41(31%) were directed against those placing blind
recruitment advertisements.

The majority of compliance checks (116) involved practices in
private sector organizations. The remaining 15 checks related
to government departments and statutory bodies. The following
examples indicate the nature of some of the compliance checks
undertaken during the course of the year.
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Example 1
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Issue:

A shopping mall collected identity
card copies from shoppers for
redemption of a birthday hamper
during a promotion campaign
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SHOPPING MALL
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Improvement Measures Recommended
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Under the promotion campaign, shoppers
whose month of birth fell within certain period
and spent certain amount of money in the
shopping mall would be entitled to a birthday
hamper. The purpose of collecting identity
card copies of the shoppers, as put forward
by the shopping mall, was to ensure that the
shoppers’ month of birth fell within the stated
period. However, since the shoppers were
required to redeem the birthday hamper in
person, the Commissioner took the view that
the physical productions of identity cards from
the shoppers to show their months of birth
would suffice.

After being advised by the Privacy
Commissioner, the shopping mall agreed
to cease collecting the shoppers’ identity
card copies.
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Example 2
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A bank account holder received a RIRIRITRTIL - 35 X B 142 i A P9 B9 Bk
bank statement with other’s BEIEBEZEFE & B EEHER
account information shown on REITEH - MR B T E s ElaF />
the reverse side of the bank BER BB IRERER o

statement

RITENB MR - BEMEFRER - 8758
ME_BNRERERIEF - BXBEEZY
BE ERENRFLSEEMERS - RITTE
A R BRI ENRIRMEERE R ABE
EEEETHERIR -

According to the bank, the incident occurred
as a result of the failure of their staff to properly
reset the printing machine after an interruption
of the printing process. It was also attributed
to the staff's failure to identify the mistake
while checking the print output.

After being notified of the incident, the bank
revised their printing operation procedure
including increasing second level checking and
escalation procedures, and requiring staff to
initial checklists and keeping logging sheets
for sample checking. Refresher training on
printing controls and briefing sessions for the
new procedures were also provided to the
staff concerned.
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Example 3
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Issue:

Managers posted up lists
containing sick leave data of staff
in employee work areas
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Improvement Measures Recommended
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Local newspapers reported that managers
of an organization posted sick leave
records of staff in workplace. The Privacy
Commissioner approached the organization
whose management admitted that the posting
of staff’s sick leave data was an inappropriate
practice and not allowed by the management.
The management ordered removal of the data
and reminded all line of business leaders not
to engage in such practice.

The Privacy Commissioner subsequently
confirmed with the labour union of the
organization of the removal of the data, and
advised the organization to establish a data
protection policy to prohibit the posting of
staff’s sick leave data and provide ongoing
training to the leaders.
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Matching Procedures
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During the reporting year, the Privacy Commissioner received
seven new applications for approval to carry out matching
procedures and nine requests for re-approval of matching
procedures undertaken in previous years.

All seven new applications were requested by public sector
organizations. Upon examination, one was found not to be a
matching procedure under the Ordinance, and one was
withdrawn. The remaining five applications were approved
subject to conditions imposed by the Privacy Commissioner under

RHERE
REQUESTING PARTIES

RBEKEE
(MREHE)
Home Affairs
Department
(two requests)

HEEFE
Social Welfare
Department

HEEFE
Social Welfare
Department

BB
Inland Revenue
Department

the Ordinance.
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RELATED MATCHING PROCEDURES THAT WERE APPROVED
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To determine eligibility for Village Representative Election by comparing personal data

collected by the Home Affairs Department for the purposes of compiling the register

of electors with personal data collected by : -

(1) the Housing Department for the purposes of public housing management, and

(2) the Immigration Department for the purposes of registration and recording of
particulars of persons.
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To prevent recipients of Comprehensive Social Security Assistance (“CSSA") from
underreporting their earnings by comparing personal data collected by the Social Welfare
Department under the CSSA Scheme with personal data collected by the Labour
Department under the Work Trial Scheme.
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To prevent fraud and abuse of social security benefits in relation to rent payment for
CSSA households residing in public rental housing by comparing personal data collected
by the Social Welfare Department for the purposes of CSSA applications with personal
data collected by the Housing Department for the purposes of public housing
management.
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To ensure all income from let properties are properly assessed of tax by the Inland
Revenue Department by comparing personal data collected from taxpayers under the
Inland Revenue Ordinance with personal data collected from landlords under the Stamp
Duty Ordinance.
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