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[ REEAEZHEE15 906 HEE ¥ Atotal number of 15,905 enquiry cases were handled
(R EERMTHT2.7% ) o in 2003-04 (a slight decrease of 2.7% in comparison
B THEFREEc=EHEE - with the previous year).
[ On average, about 60 enquiry cases were handled
per working day.
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0 ZarygnsnE= (456%) HB{E AL I More than half of the enquiry cases (about 56%) were

ERB R TFLEREFN G - related to privacy rights specific to an individual’s own
situation.
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Code of Practice

Revised Code of Practice on
Consumer Credit Data

The revised Code of Practice on Consumer Credit Data
(“the Code”) took effect on 2 June 2003. The revision
sets a new regulatory regime in respect of the sharing of
“positive” and “negative” credit data amongst credit
providers through the use of a central credit database
operated by a credit reference agency.

The revised Code contains stringent data protection
safeguards to ensure that the greater sharing of credit
data is subject to commensurate levels of protection of
the individual’s personal data. In anticipation of the impact
the implementation of the
revised Code would have
upon existing credit
consumers, a twenty-four
month transitional period was
imposed prior to credit
providers being able to make
full use of the shared positive
credit data in June 2005.
During the transition period,
new positive data may only be

3

used in restricted

El.rdurﬂf-Fl-:';:.r.r{l.' {1 . . . . , . .
Comsurner Credit Data conjunction with new credit applications. This

circumstances e.g. in

'l measure was designed to ensure that a reliable
|
picture of a borrowers’ creditworthiness could

be derived from the new data, made available

during the twenty-four month period, prior to
their being used for other purposes in relation to the
provision of consumer credit.
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Privacy Commissioner Mr. Raymond Tang met the press
to explain details of the revised Code of Practice on
Consumer Credit Data.
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Another important safeguard is the provision requiring the
credit reference agency to submit its operating practices
and related systems to an independent privacy
compliance audit, to be conducted on an annual basis.
The audit will focus on the way in which the credit
reference agency provides consumer credit reference
services. More specifically, it will scrutinize the security of
consumer credit data held by the consumer credit agency
in its database, and the adequacy and efficiency of the
measures taken by it to comply with the requirements of
the revised Code. The first compliance audit addressing,
in particular, the adequacy of the data handling system,
was completed in early 2004. The audit report has since
been submitted to the PCO and was subsequently
approved by the Privacy Commissioner in April 2004.

Since the launch of the revised Code the PCO has been
compiling statistics on enquiries received from the public.
By March, the PCO has received approximately 800
enquiries from the public on different aspects of the Code.
The two most important issues on the minds of enquirers
relate to the circumstances under which they may obtain
access to their credit report and the conditions under
which credit providers may make access to the database
operated by the credit reference agency.
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The PCO held a press briefing on 18 December 2003 to
release the report on the public consultation exercise un-
dertaken in conjunction with the Draft Code of Practice on
Monitoring and Personal Data Privacy at Work.

REATREZKHBEMKENER - °F
MiETm et B IER O AHER A R TE
B EAERLEREELFERLDE - &8
HEER  RBEREHR —EIRETEN
AJHES - (EREBIRERETRENT T
o BEORTEREEBIATAEMELD

ol ARt —A&ER R - ATFEREE
MeariEsREENEAAENLRE

e

.
FEZS o

EEREENERERBEANBETIE
B (BRRE) MiEXE - H535lA G TR
ITBRABEMERBEIGRE -

ESERET - B THEERMAT

MERE  URFERTE -

ol RrRFEXRFETEMREREE

B R TR EAERER R THAE

FrEREBER
NRERILEREEES  FEBUYHTER
MESEBRFE—BEEMNIES - AR
(e fE R 1R 8 5N /7 | bilR] B RER X
R - REESHEEZSRBIESIREMFIN
BEAERLERERERELER - 555
BRI - ZRARTFREEEREIFL
EERAE - RRERBESO#R  2F
BEMERETNRIMSHIESEHIER
HE & -

Guidelines on Monitoring and
Personal Data Privacy at Work

In December 2003 the PCO released the report on the
public consultation exercise undertaken in conjunction
with the Draft Code of Practice on Monitoring and
Personal Data Privacy at Work. As the report indicates
there was, in general, a good measure of support for this
initiative that sought to offer practical guidelines in
circumstances where employers use monitoring devices
to collect the personal data of their employees in the
workplace.

In keeping with the general sentiment expressed in
submissions made in response to the consultation
exercise the PCO has concluded that, at this stage, it
would be prudent to take a measured response to the
issues pertaining to monitoring and personal data privacy
at work. After careful reflection it was decided to formulate
“best practice” guidelines as the preferred initial approach
towards promoting compliance among employers. This
decision was influenced by a number of factors.

Guidelines would offer an optimal solution in terms
of balancing the legitimate interests of employers and
the personal data privacy rights of employees.

Guidelines would offer employers greater flexibility and
discretion in the monitoring of any abuses committed
by employees, or in investigating any wrongdoing in
the workplace, including the domestic household.

Guidelines permit employers to take a self-regulatory
approach towards compliance issues when
managing workplace relationships with their
employees.

Guidelines enable employers to comply with other
regulatory demands made upon them, thereby
reducing the prospect of any inconsistency or conflict
with those demands.

The guidelines are currently being drafted and it is
intended that the guidelines would offer some consistency
and continuity to workplace monitoring practices and hold
employers accountable for developing unambiguous
policies. To that extent employees should feel more secure
in the knowledge that their employers have used the
guidelines as a benchmark to protect their personal data
privacy rights. The success of these guidelines will
ultimately depend upon the commitment and co-
operation of employers. The PCO believes that all
responsible employers will react positively to the interests
the guidelines seek to promote.
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Review of Proposed Legislation

By virtue of section 8(1)(d) of the PD(P)O, the Privacy
Commissioner is required to examine any proposed
legislation that he considers may affect the privacy of
individuals in relation to personal data, and to report the
results of his examination to the person proposing the
legislation. To enable the Privacy Commissioner to carry
out this function, all Policy Bureaux of the Hong Kong SAR
Government have been asked to ensure that legislative
proposals that may affect privacy in relation to personal
data are notified to the PCO at an early stage. In addition,
the Legal Division of the PCO will review all Bills published
in the Government Gazette for possible data privacy
implications on which comments may be required.

During the reporting period, the PCO raised enquiries or
made comments on 19 pieces of proposed legislation as
listed in Part A of Appendix Il. Summaries of the PCO’s
comments on some of the proposed legislation are given
in Part B of Appendix II.

Review of the Personal Data
(Privacy) Ordinance

During the reporting period, no legislative slot could be
secured with the Legislative Council regarding the Personal
Data (Privacy) Amendment Bill though the Privacy
Commissioner has every intention to have the Amendment
Bill passed as soon as practicable. The aim of the
Amendment Bill is to address some of the practical
difficulties encountered by the PCO in the application of
certain provisions of the PD(P)O with a view to enhancing
its overall effectiveness. The Amendment Bill touches more
on the “technical” side of the PD(P)O while more substantial
amendments are agenda for further possible amendments.

Notes on the PCO’s
Interpretation of the PD(P)O

The aim for publishing the booklet is to give practical
guidance on the major provisions of the PD(P)O as
consistently applied by the Privacy Commissioner in
discharge of his regulatory functions. Although the Privacy
Commissioner is not empowered to give any definitive
interpretation to the provisions of the PD(P)O, the booklet
will contain the regulatory philosophy and operational
stance of the PCO developed and matured over time.

The preparation work for the booklet “An Analysis of the
Core Provisions of the Personal Data (Privacy) Ordinance”
was in progress during the reporting period.



