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Responsibilities 
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Individuals – Mind your digital footprints 
 
 
 
 
Corporates – Protect and respect personal 
data 
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Data Breach Trend on the Increase 

“Data breach is no longer a 
question of IF, but a question of 
WHEN…” 
 
 
Governance + control + best 
practice = Trust from customers 



Paradigm Shift 
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Conventional wisdom of data protection: 
 A Legal/compliance matter 
 Not a top management concern 

 
 
Paradigm shift is needed: 
   

 



Privacy Management Programme Pledging 
Organisations 
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Privacy Management Programme Pledging 
Ceremony 



Privacy Management Programme Best Practice Guide 
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PMP Best Practice Guide Framework 

• Three top-down management commitments; 
 

• Seven bottom-up programme controls; 

• Two on-going 
monitoring 
processes. 



International privacy frameworks 

10 

Privacy management programme (PMP): 

• Not mandatory in Hong Kong 
 

• Demonstrates accountability 
 

• Enshrined in international data 
protection principles such as 
those in OECD and APEC 



More Jurisdictions are Embedding Accountability 
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Canada – Protection and 
Electronic Documents Act 
(PIPEDA), 2000 

Korea – Personal Information Protection Act 
(PIPA), 2011 
 
The Philippine – Data Privacy Act, 2012 
 
The EU – General Data Protection Regulation, 
effective in two years’ time 



Interoperability 
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The Hong Kong Privacy 
Management Programme: A 
Best Practice Guide  
 
is modeled on the  
 
Canada’s Getting 
Accountability Right with a 
Privacy Management Program 



Pilot Consultancy Service on Implementing 
PMP in the Public Sector 
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A consultancy service has been engaged to 
facilitate three HKSARG bureaux/departments to 
implement PMP 
 
Deliverables (toolkits & training) will be beneficial 
to organisation implementing PMP 
 



Privacy Mark – A Seal of Approval 
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Privacy Mark (P-Mark) Scheme: 
 
• Recognition scheme for those implementing 

PMP beyond the requirement of the law; 
 

• Allow consumers to differentiate organisations 
that respect personal data beyond the 
minimum requirement of the law; 
 

• Recognition schemes are being considered 
worldwide such as the UK. 

 



Respecting Customers’ Personal Data 
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“We need to do not just legal, but what is right” 
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